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eature is in a pre-release state and might change or have limited support. For more information, see the product launc

s (/products/#product-launch-stages).

This page describes an algorithm for implementing the V4 signing process so that you can create
Cloud Storage RSA key signed URLs in your own work�ow, using a programming language of your
choice. Signed URLs give time-limited read or write access to a speci�c Cloud Storage resource.
Anyone in possession of the signed URL can use it while it's active, regardless of whether they have a
Google account.

To learn how to use Cloud Storage tools to more easily create Cloud Storage RSA key signed URLs,
see V4 Signing Process with Cloud Storage Tools (/storage/docs/access-control/signing-urls-with-helpers).
To learn more about signed URLs, see the Overview of Signed URLs
 (/storage/docs/access-control/signed-urls).

Before creating a program that implements the V4 signing process, you should:

1. Generate a new private key
 (/iam/docs/creating-managing-service-account-keys#creating_service_account_keys), or have an
existing private key for a service account. The key can be in either JSON or PKCS12 format.

For more information on private keys and service accounts, see Service Accounts
 (/iam/docs/service-accounts).

2. Give the service account su�cient permission (/storage/docs/access-control/using-iam-permissions)

such that it could perform the request that the signed URL will make.

For example, if your signed URL will allow a user to download an object, the service account
should have storage.objects.get permission on the object.

Your program should include the following steps:
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1. Construct the canonical request as a string. The canonical request de�nes elements that users
must include in their request when they use your signed URL.

See Canonical Requests (/storage/docs/authentication/canonical-requests) for details about the
parts and format required.

2. Use a SHA-256 hashing function to create a hex-encoded hash value of the canonical request.

Your programming language should have a library for creating SHA-256 hashes. An example
hash value looks like:

3. Construct the string-to-sign.

The string-to-sign should have the following structure, including the use of newlines between
each element:

The string-to-sign has the following components:

SIGNING_ALGORITHM: This should be GOOG4-RSA-SHA256.

CURRENT_DATETIME: The current date and time, in the ISO 8601
 (https://en.wikipedia.org/wiki/ISO_8601) basic format YYYYMMDD'T'HHMMSS'Z'.

CREDENTIAL SCOPE: The credential scope
 (/storage/docs/access-control/signed-urls#credential-scope) of the request for signing the
string-to-sign.

HASHED_CANONICAL_REQUEST: The hex-encoded, SHA-256 hash of the canonical
request, which you created in the previous step.

4. Sign the string-to-sign using an RSA signature with SHA-256. The result of this signing is your
request signature.

Your programming language should have a library for performing RSA signatures. Within a
Google App Engine application, you can use the App Engine App Identity service
 (/storage/docs/access-control/signed-urls#signing-gae) to sign your string.
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 Note: You can also sign the string-to-sign using HMAC if you are using the XML API for interoperable access.

5. Construct the signed URL by using the following concatenation:

The signed URL has the following components:

HOSTNAME: This should be https://storage.googleapis.com.

PATH_TO_RESOURCE: This should match the value you used in constructing the
canonical request.

CANONICAL_QUERY_STRING: This should match the values you used in constructing the
canonical request.

REQUEST_SIGNATURE: This is the output from using an RSA signature in the previous
step.

Here is a sample completed URL:

The following sample shows an implementation of the algorithm for signing URLs. The sample uses
the Python programming language, but does not use the Cloud Storage Client Libraries
 (/storage/docs/access-control/signing-urls-with-helpers):
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storage/signed_urls/generate_signed_urls.py
 (https://github.com/GoogleCloudPlatform/python-docs-
samples/blob/master/storage/signed_urls/generate_signed_urls.py)

hub.com/GoogleCloudPlatform/python-docs-samples/blob/master/storage/signed_urls/generate_signed_urls.py)

https://github.com/GoogleCloudPlatform/python-docs-samples/blob/master/storage/signed_urls/generate_signed_urls.py
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Sign URLs with Cloud Storage client libraries or gsutil
 (/storage/docs/access-control/signing-urls-with-helpers).

Learn more about signed URLs (/storage/docs/access-control/signed-urls).

Learn about canonical requests (/storage/docs/authentication/canonical-requests), which underpin
signed URLs.
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